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STRATEGY & PLANNING

MONITORING, ALERTING & REPORTING
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DEPTH

TECH STACK - PERIMETER SECURITY

TECH STACK - PLATFORM SECURITY

TECH STACK - ENDPOINT SECURITY

TECH STACK - END-USER SECURITY
AWARENESS & SIMULATION
PLATFORM

MULTI-LAYERED CYBERSECURITY PROTECTION

ASSESSMENT, GOVERNANCE & RISK MANAGEMENT TECH STACK - PLATFORM SECURITY
(vCISO) (360 SUPPORT, MANAGED IT, COREBDR)
— ¢ Risk Assessment » Multifactor Authentication (MFA/2FA)
®--- * Policy Creation & Executive Buy-in - * Encryption in use, transit, and at rest
----- » Implement Best-practices Framework (NIST CSF, ISO 27001) 5@ « Role-based Access Control (RBAC)
* Penetration Testing & Privileged Account Vaulting
» Secure Data Backup & Disaster Recovery
. STRATEGY & PLANNING * Patch Management
Q O
o @ 5 SDEeDrL(-:t?LLfgescEﬁSTl\ﬁfdzIMANAGER & vCISO) TECH STACK - ENDPOINT SECURITY
S . Cybersecurity Roadmap (360 SUPPORT, MANAGED IT, COREBDR)

» Disk Encryption
* Malware prevention
« Endpoint Detection & Response
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MONITORING, ALERTING & REPORTING
(COREARMOR)

. 5 ; : ) * Mobile Device Management (MDM)
% § + Security Information Event Management (SIEM) - Policy Enforcement
+ Incident Response (IR) - Patch Management
= * Real-time Vulnerability Scanning

* Audit Reporting & Compliance Attestation B TECH STACK - END-USER SECURITY AWARENESS &

<v> SIMULATION PLATFORM
TECH STACK - PERIMETER SECURITY u (360 SUPPORT, MANAGED IT, COREBDR)
(360 SUPPORT, MANAGED IT, COREBDR) * Training & Testing
* Next Generation Firewalls » Simulated Phishing Campaigns

@ﬁ + Email Security
» Physical Security

* Web Filtering
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